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日頃より格別のお引き立てを賜り、誠にありがとうございます。 

現在、当グループの代表者や役員の氏名を詐称し、LINE・Chatworkグループへの招待や QRコードの

作成・送付を依頼する不審なメールおよびチャットが複数確認されております。 

これらは当グループ（ナカザワホールディングス株式会社・ナカザワ建販株式会社・株式会社こころ

建築工房・フレック株式会社・エニワン株式会社・株式会社リンクス・ナカザワワークス株式会社・

SolaCoe 株式会社・ナカザワサッシ加工株式会社）が送信したものではなく、第三者による悪質ななりす

まし行為です。詐欺被害につながるおそれがありますので、十分にご注意ください。 

当グループの代表者等を名乗るメール・チャットを受信され少しでも不審に感じられた場合は、記載

の指示には応じず、まずは当グループの担当者へご連絡・ご確認いただきますようお願いいたします。 

■不審なメール・チャットを受け取った場合の対応 

不審メール・チャットを受信された際は、フィッシング詐欺やウイルス感染を防ぐため、以下の点にご注

意ください。 

・ メールへの返信や、本文中のリンクのクリックは絶対に行わない 

・ 個人情報や機密情報を入力・送信しない 

・ チャットグループの作成・参加、QR コードの生成などの指示には応じない 

・ 不審なメール・チャットは速やかに削除する 

・ 当グループの担当者へご連絡・ご確認いただく 

■正規メールの確認方法 

差出人欄に当グループ関係者の名前が表示されていても、それだけでは正規のメールとは判断できませ

ん。必ず送信元のメールアドレス（＠以降のドメイン部分）をご確認ください。以下が当グループの正規

ドメインです。 

【ナカザワグループ 正規ドメイン一覧】 

@nz-gp.com @nakazawa-kenpan.co.jp @mokken.com @info-nz.com @any-one.jp 

万一、不審メール・チャットへの返信や指示に従った操作を行ってしまった場合は、速やかに端末の

ウイルススキャンを実施し、必要に応じてセキュリティ会社や専門機関、警察へご相談ください。 

以上、ご理解とご協力のほど、よろしくお願い申し上げます。 

 

【参考 URL】 

・ LINE公式サイトの注意喚起 

https://help.line.me/line/smartphone?contentId=200002034&lang=ja 

・ チャットワーク公式サイトの注意喚起 

https://www.kubell.com/news/2026/01/reporting-desk.html 

・ 警視庁からの注意喚起 

https://action.digipolice.jp/view/notice/301 
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